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法改會倡訂5類網絡罪 最高可囚終身
涵蓋非法取覽干擾數據等 強調已考慮維護國安需要
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香港文匯報訊（記者 蕭景源）香港警方揭發一
個「詐騙家族」涉嫌提供虛假培訓課程及成立空殼
公司，詐騙政府創新及科技基金下「新型工業化及
科技培訓計劃」（NITTP）資助。該詐騙集團開設
一間所謂「培訓機構」及成立11間無實質業務的公
司，再以招聘兼職「秘密課程評核員」作幌子，實
則利用求職者的個人資料，偽造成空殼公司的全職
員工及製造參加培訓課程假象，在2022年 8月至
2024年12月兩年內，企圖騙取約824萬元資助。職
業訓練局及創新科技署早前察覺異常並舉報，警方
深入調查後，於本周二開始採取行動，以涉嫌串謀
詐騙拘捕8人，包括主腦一家五口，並及時阻止批
出760萬元資助。
深水埗警區刑事部總督察鄭騏鋒昨日公布案情

指，2024年中，職業訓練局突擊巡查一間培訓機構
舉辦的課程，其間有3名課程參與者向秘書處人員
透露，他們只是兼職形式受聘為秘密課程評核員，
以評估導師的表現，並不知道自己以全職員工身份
代表申請公司參與培訓計劃。
2024年底，NITTP秘書處將案件轉交警方，警方

發現該3名課程評核員分別受聘於5間已申請培訓資
助的公司，透過秘書處協助，警方獲得相關培訓機
構及申請資助公司的登記資料，發現另有6間申請
資助的公司的登記資料，與上述公司有關聯，包括
共同登記地址、電話等。調查發現，共有12間公司
涉嫌串謀詐騙相關培訓資助。
警方深入調查後，鎖定一個5人家庭成員為骨幹

的詐騙集團，包括一對兄弟、其中一人的妻子及兩

兄弟的父母。該詐騙集團首先成立一間培訓機構，
訛指可提供NITTP相關培訓課程，然後再開設11
間空殼公司，以家庭成員及招募其他人擔任超過一
間上述公司的董事，成員之間亦有相互頂替成為不
同公司的負責人，嚴重違反培訓計劃的利益衝突條
款。

兼職員工個資不知情下遭盜用
該詐騙集團成立虛假培訓機構後，透過網絡平

台招募導師，又以評估導師表現為由，安排他們
以「秘密課程評核員」身份出席培訓課程。而獲
招聘的兼職員工，其個人資料在不知情下遭詐騙
集團盜用，將其偽造成空殼公司的全職員工，並
以此偽造空殼公司僱員的履歷、出席培訓課程的

紀錄，加上偽造的上課照片，製造提供培訓課程
的假象。之後，有關空殼公司提交偽造文件向
NITTP秘書處申請相關資助。警方全面審視相關
資料後，發現詐騙集團於2022年 8月至2024年 12
月期間，一共企圖向政府申請824萬元的培訓資
助。
深水埗警區刑事部日前在葵青、深水埗、中區及
大嶼山拘捕6男2女，年齡介乎33歲至78歲，分別
報稱商人、家庭主婦、無業等，包括來自同一家庭
的5名集團骨幹，另有一對父子也曾分別擔任涉案
培訓公司和空殼公司的董事被捕。

警及時阻截760萬資助批出
一名男疑犯仍被扣查，其餘7人獲准保釋，警方
在行動中及時阻止向詐騙團夥批出約760萬元的資
助，正追查已批出的64萬元資助去向，不排除更多
人被捕。

林定國：部分電腦相關罪行已不合時宜

「詐騙家族」辦假培訓課程 圖騙政府824萬資助被捕

香港文匯報訊 香港特區政府律政司司長林定
國昨日在社交平台表示，法改會建議引入全新特
定法例以涵蓋5類依賴電腦網絡的罪行前，已研
究香港的現行法律及多個其他司法管轄區，即澳
洲、加拿大、英格蘭及威爾斯、中國內地、新西
蘭、新加坡及美國的相應法例。現時，不同的電
腦相關罪行在香港的《刑事罪行條例》及《電訊
條例》中訂立，部分已不合時宜，上述提及的司
法管轄區均已制定針對電腦網絡罪行的特定法
例，或透過其成文法典的專門部分處理電腦網絡
罪行，藉此就該5類依賴電腦網絡的罪行及其相

關司法管轄權事宜訂定條文。

保安局：將仔細研究報告書建議
特區政府保安局發言人表示，特區政府歡迎

法改會轄下電腦網絡罪行小組委員會發表《依
賴電腦網絡的罪行及司法管轄權事宜》報告
書，進一步完善現行相關法例，以應對資訊科
技、電腦和互聯網方面迅速發展對保障個人權
利所帶來的挑戰，以及其被利用來從事犯罪活
動的潛在可能。
發言人指出，報告書的建議能進一步完善現

行處理依賴電腦網絡罪行的相關法例（如《刑
事罪行條例》（第200章）及《電訊條例》（第
106章）中的部分罪行），有助提升打擊該等犯
罪行為的效能。政府將就報告書的有關建議展
開仔細研究，考慮如何跟進落實。同時，考慮
到報告書屬於法改會有關電腦網絡罪行研究的
第一部分，小組委員會亦正就其他網絡罪行範
疇，包括「借助電腦網絡的罪行」和「證據事
宜及執法程序事宜」進行研究，特區政府將全
面審慎研究相關內容，以期制訂更完備的法律
以應對資訊科技發展對社會治安帶來的挑戰。

黑客犯罪伎倆層出不窮，香港的電腦網絡安全風

險近年持續上升。法律改革委員會昨日發表《依賴

電腦網絡的罪行及司法管轄權事宜》報告書，建議

制定新法例打擊五類依賴網絡罪行（見表）。法改

會電腦網絡罪行小組委員會主席、資深大律師陳政

龍在記者會上表示，現時香港並無專門針對電腦網

絡罪行的法例，有關罪行分散於不同條例，且部分

已不合時宜，建議的新法例可望將黑客犯罪的刑事

責任提前，無須等電腦病毒或黑客工具已實際用於

攻擊時才作檢控。他強調，立法建議已考慮維護國

家安全需要，平衡了網民權利、資訊科技業界利

益，以及保障公眾免受網絡騷擾或攻擊，提供所需

合理辯解，具靈活性，不易過時。特區政府表示，

會仔細研究建議，考慮如何跟進落實。

●香港文匯報記者 黃子晉

報告建議針對的五類罪行分別為非法取覽程
式或數據、非法截取電腦數據、非法干擾

電腦數據、非法干擾電腦系統，以及提供用作干
犯電腦網絡相關罪行的器材、程式或數據。
陳政龍表示，小組委員會已研究香港現行法

律，以及內地、澳洲、加拿大、英格蘭及威爾
斯、新西蘭、新加坡和美國的相應法例，發現
現時香港不同的電腦相關罪行是於《刑事罪行
條例》和《電訊條例》中訂立，部分已不合時
宜，而上述其他司法管轄區全部均已制定針對
電腦網絡罪行的特定法例，或透過其成文法典
的專門部分處理電腦網絡罪行，例如針對打擊
黑客入侵系統竊取數據，相關法例訂明若在未
獲授權下有意取覽，即構成簡易程序罪行；若
證明有意圖用作進一步犯罪，則屬加重罪行
等。
陳政龍表示，小組在建議制定五類罪行時，

已考慮維護國家安全需要。若罪行涉及國家安
全，可令有關罪行更嚴重，加重刑罰，而執法
機構亦可選擇以香港的國安法例檢控，靈活選
擇適用法例。

助及早打擊現行法例難處理罪行
陳政龍在回答香港文
匯報記者提問時
表示，建議的新
法例可望將黑客犯
罪相關刑事責任提
前，比如若證明僅
管有電腦病毒或黑客
工具，而意圖提供他
人主要用作犯罪，即使
尚未使用，已可作檢
控，能及早打擊現行法
例難以處理的罪行，包括

研發或販賣專門用於破壞電腦系統的病毒等。
被問到執法部門在調查時取覽或截取數據

會否觸犯建議罪行，陳政龍表示，罪行核心
元素之一是「無合法權限」，如在持有搜查
令或法定許可下進行行動，即屬合法權限，
不會構成罪行，然而即使執法部門有權限，
亦不可超出範圍或涉及不誠實或犯罪目的，
否則同樣可能違法，重點在於行為的意圖而
非身份。

非法干擾電腦數據或系統設加重罪行
非法干擾電腦數據或系統設加重罪行，最高

可判終身監禁，陳政龍解釋，電腦系統普遍應
用於醫院、機場等重要關鍵基礎設施，一旦醫
院手術室、機場的電腦控制系統受非法干擾，
可能導致大規模傷亡等，強調最高判刑僅適用
極端情況。

如開發入侵系統AI程式 屬罪行範圍
被問到 AI（人工智能）犯罪是否納入規

管，陳政龍表示，報告書並未建議專門針對
AI罪行立法，但如開發專門用作入侵系統的

AI 程式等，仍落入建議制定的罪行
範圍。
是次報告書屬法改

會有關電腦網絡罪行
研究的第一部分，小
組委員會已於2022年
發表相關諮詢文件。

香港法改會《依賴電腦網絡的罪行
及司法管轄權事宜》報告書，建議制
定新法例針對多項電腦網絡罪行，特
別考慮了保護兒童需要，包括在非法
取覽罪中加入特定免責辯護，容許家
長或他人，為保障兒童利益而合理取
覽子女的程式或數據，避免父母因監
護行為而犯法。
報告書指出，即使根據適用於香港
的《聯合國兒童權利公約》，兒童享
有一般私隱權，但由於兒童容易因為
電腦網絡空間上的各種危險而受到傷
害，家長有充分理由採取行動來保護
子女的福祉，包括取用子女的流動電
話或電腦，以找出哪些人透過社交平
台或通訊應用程式與子女接觸，例如
若懷疑子女遭網絡欺凌，家長可取覽
其手機通訊紀錄，查證聯絡人並採取
行動，如報警或封鎖賬號。

准取覽數據助迷路童聯絡家人
有關免責辯護不應僅限於家長，
亦不應取決於取覽者與取
覽對象的關係。報告
書舉例指，若有人發
現有兒童迷路，境況堪
憂，為協助聯絡兒童的
家人，容許該人取覽該兒
童的電話或電子器材內的
程式或數據而無須負上刑
事法律責任，亦是合理做
法，而法庭會審視整體情
況，避免免責辯護遭濫用而侵
犯私隱。

●香港文匯報記者 黃子晉

非法取覽程式或數據罪
●針對無合法權限而在未獲授權下取覽

程式或數據
●如屬加重罪行，一經循公訴程序定

罪，可處14年監禁
●合理辯解：必須是經認可的網絡安全

從業員為真正網絡安全目的而行事，
及其行為必須是合理；或為保障兒童
利益而取覽等

非法截取電腦數據罪
●針對為不誠實或犯罪目的而在未獲授

權下截取電腦數據
●一經循公訴程序定罪，可處14年監禁
●無須提供任何免責辯護，因罪行明確

規定須證明「不誠實或犯罪目的」

非法干擾電腦數據罪
●針對無合法權限而蓄意干擾（損壞、

刪除、弄壞、更改或抑制）電腦數據
●一經循公訴程序定罪，可處14年監

禁；如屬加重罪行，可處終身監禁
●合理辯解：在干擾電腦數據時相信其

作為已獲同意或會獲同意；或相信有
關財產需即時保護，並相信在顧及整
體情況後，所採取的保護方法是合理
等

非法干擾電腦系統罪
●針對蓄意或罔顧後果地攻擊電腦系

統，不論成功與否；在生產軟件時編
入缺損程式；及在未獲受權下更改電
腦系統，並知悉可能導致合法使用者
不能取用或正常使用有關系統

●一經循公訴程序定罪，可處14年監
禁；如屬加重罪行，可處終身監禁

●合理辯解：必須是經認可的網絡安全
從業員為真正網絡安全目的而行事，
及其行為必須是合理等

提供用作干犯電腦網絡相關
罪行的器材、程式或數據罪
●針對蓄意提供被製造或改裝以用作干

犯電腦網絡相關罪行的器材、程式或
數據，或其部分，或蓄意提供該器
材、程式或數據而管有它，例如勒索
軟件、病毒或其源碼

●一經循公訴程序定罪，可處7年監禁；
如屬加重罪行，可處14年監禁

●合理辯解：為真正的網絡安全目的而
行事的經認可網絡安全從業員，在顧
及整體情況後，該網絡安全從業員的
目的和行為必須是合理及協助網絡安
全從業員履行其專業職務的人；或為
真正的教育、科學或研究目的提供或
管有等

*註：上述所有罪行，如經循簡易程序定
罪，可處兩年監禁

資料來源：法改會《依賴電腦網絡的
罪行及司法管轄權事宜》報告書
整理：香港文匯報記者 黃子晉

●法改會昨日發表《依賴電腦網絡的罪行及司法管轄權事宜》報告書。
香港文匯報記者萬霜靈 攝

5類依賴電腦網絡罪行範圍

◀《依賴電腦網絡的罪
行及司法管轄權事宜》
報告書

香港文匯報記者
萬霜靈 攝


